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AUTOMATED INFORMATION SYSTEM (AIS) QUESTIONNAIRE 


Instructions 


1. AUTHORITIES
AR 25-400-2, Army Records Management Program, DA PAM 25-403, Army Guide to Recordkeeping.


2. PURPOSE
To determine records scheduling needs for Automated Information Systems (AIS) and for Records Management 
Certification in the Army Portfolio Management Solution (APMS).


a. RECORDS SCHEDULING
(1) Proponents - Records management officials and system POCs (including system owners, system administrators, 


project managers and IT managers must collaborate to complete DA FORM 7796, NOV 2022 thoroughly for each 
system under their charge/purview.


(2) The Army Records Management Division (RMD), will review the completed DA FORM 7796, NOV 2022 and request 
additional information or clarification as necessary.


(3) RMD will determine whether:
(a) an approved General Records Schedule (GRS) or Records Retention Schedule Army (RRS-A) schedule applies, 


or
(b) the system serves as infrastructure/system architecture only.


(4) If the criteria in (3) apply, RMD requests the proponent’s concurrence.  Concurrence must always be provided by 
the proponent as well as the proponent’s Legal Counsel in writing.


(5) If the proponent does not concur or a GRS or RRS-A schedule does not apply, RMD in coordination with the 
proponent will develop a draft records schedule for the proponent’s concurrence.  Upon receiving all concurrences, 
RMD will submit the schedule via the Electronic Records Archive (ERA) to the National Archives & Records 
Administration (NARA) for approval.


b. APMS RECORDS MANAGEMENT CERTIFICATION
(1) RMD certifies a system in the APMS when:


(a) an existing GRS or RRS-A schedule has been applied, or
(b) a records schedule for the system has been submitted to NARA, or
(c) the system serves as infrastructure/system architecture only and is therefore exempt from


scheduling requirements.
(2) Upon certification, the status of the system turns green in APMS.  The status of uncertified systems in APMS remain 


red.


3. DISCLOSURE
Failure to provide accurate and detailed information will delay processing and APMS Records Management Certification.


SECTION I – POINTS OF CONTACT (POCs) 


1 thru 4. As stated. 


SECTION II – SYSTEM IDENTIFICATION 


1 thru 2. 
3. 
4. 


As stated. 
Enter the Army Information Technology Registry (AITR) number for the system. 
Enter the DoD Information Technology Portfolio Repository (DITPR) number for the system. 


SECTION III – RECORDS DECLARATION 


1. Check “Yes” or “No” as applicable. 
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Record Information 
The Federal Records Act of 1950, as amended, Section 3301, Title 44, United States Code (USC), defines record 
information as all recorded information created or received by a Federal agency under Federal law or in 
connection with the transaction of public business [agency mission] and preserved or appropriate for 
preservation by that agency as evidence of the organization, functions, policies, decisions, procedures, 
operations, or other activities of the United States Government or because of the informational value of data in 
them.  The term includes both the record content and associated metadata that are required to meet agency 
business needs and future retrieval requirements.  Exclusions include duplicate copies preserved only for 
convenience.  Electronic records created, received, managed and stored, may include: 
 Data generated or contained in Automated Information Systems (AIS) and databases including data generated in


tactical systems to track requests, results and performance
 Content created or received electronically through the use of collaboration tools, applications, cloud-based


services, or storage solutions
 Maintaining network servers, desktop computers and other hardware
 Website administration and Website operations
 Desktop publishing, geographic information systems (GIS), graphic arts software, and computer-aided design


(CAD) images
 Output from office information technology programs, i.e., word processing, spreadsheets, portable document


format (PDF) and presentation software files
 Digitized paper documents, microforms, textual records and posters
 Digital photos, audio and video files including surveillance video
 Electronic messages (e.g. email, chat/instant, text and voicemail messages), and social media content on Army


approved sites


Does the system contain or generate record information?
If the answer is yes to any of the questions below, check “Yes” on the form.
 Do you use data within the system or applications to make comments, take action or make operational


decisions in the normal course of doing business?
 Do you use data within the system or applications to generate comments, take action or make operational


decisions in the normal course of doing business?
 Is the system or application used to support a financial obligation or legal claim?
 Does the system or application create or receive data from other systems in the course of official Army


business?
 Does the system or application contain information that has administrative, operational, fiscal, legal or


evidential value to your organization or the Army?
 Does the system or application generate information that has administrative, operational, fiscal, legal or


evidential value to your organization or the Army?
 Does the system or application contain information that has ongoing historical, research, or informational


value?
 Does the system or application track actions, events, locations, etc.?
 Do the contents of the system or application appear in the GRS?


2a. Check yes or no as applicable. 


Records Schedule 
A records schedule establishes a federal retention period and provides mandatory disposition instructions for what 
to do with records no longer needed for government business based on their legal, fiscal, administrative and 
historical value.  All records schedules must be approved by the NARA. 


The Army Records and Information Management System (ARIMS) is a web-based system that is used to manage 
both hardcopy and electronic Army record information.  The RRS-A is a module within ARIMS that contains all of 
the Army’s approved records schedules.  When record information has formally been assigned an approved 
disposition authority in the RRS-A, the records are considered “scheduled”.  


2b. As stated. 


Record Number (RN) 
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A Record Number is a unique identifier assigned by the Army RMD and is based on the Army Regulation (AR) or 
the Army Regulation Series (i.e. RN 25-1d, 25-1j, 25-1m, etc. is associated with AR 25-1).  Each active RN is linked 
to a Disposition Authority that authorizes the retention or destruction of the record information.  The Records 
Retention Schedule-Army (RRS-A) located in ARIMS contains all approved RNs.  


2c(1). As stated. 


2c(2). Cite the Army Regulation that governs the mission of the system.  If you must cite multiple regulations, the first 
cited must be the primary authority. 


3a. Explain why the system does not contain records. 


3b. As stated. 


Records Management Division (RMD) 
RMD is a division within the United States Army Records Management Directorate, that provides oversight and 
program management for the Army's Records Management Program along with establishing programs for 
records collection and operating and sustaining the Army Electronic Archive. The Records Management Division 
also develops policy, establishes procedures and standards, and provides program management and oversight for 
Army Correspondence, Office Symbols, and performs HQDA Records Administrator duties. 
RMD Point-of –Contact (POC) 
DA FORM 7796, NOV 2022 may be sent to proponents to complete from a Records Information Management 
Specialist in RMD.  This specialist serves as the proponent’s POC. 


SECTION IV – SYSTEM BACKGROUND INFORMATION 


1. Cite the Army Regulation that governs the mission of the system.  State the Army Regulation and title.


2a. As stated. (i.e., Tobyhanna Army Depot, PA) 


2b. As stated. 


3. Provide physical locations where the system is used. (i.e., commands, installations, external agencies, etc.)


4a. As stated. 


4b. As stated. 


5a. Check yes or no, as applicable. 


5b. As stated. 


6a. Check yes or no, as applicable. 


6b. As stated. 


7. Check all that apply.


8a. Check yes or no, as applicable. 


8b. As stated. 


9a. Check yes or no, as applicable. 


9b. As stated. 


10a. Check all that apply. 


11. As stated.


12. Check all that apply.


13. How is the system updated and backed-up, and how often is it updated and backed up? Who performs the
back-ups and updates?


14. Provide detailed information about the record content in the system.  State what kind of information the
system contains.


15. As stated.


SECTION V – SYSTEM INPUTS & OUTPUTS 


1. As stated. 
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2. As stated.


3. Check all that apply.


4 As stated. 


5. As stated.


6. thru 7. Check all that apply. 


8a. Check yes or no, as applicable. 


8b. As stated. Record Number (RN) See Instructions Section III, 2b. 


SECTION VI – MASTER FILE(S) – RECOMMENDED RETENTION PERIODS & DISPOSITION INSTRUCTIONS 


1. As stated.


2. How long are the records actively used?
“Active records”
Active records are records that continue to be used with sufficient frequency to justify keeping them in the office
of creation. (i.e., current records)


3. Check all that apply.
Maintain in the System (i.e., keep in system until record reaches final disposition, then delete.)
Army Electronic Archive (AEA)
The AEA module of ARIMS provides large-scale secure storage for the Army's long-term and permanent email
and other electronic records.


Permanent Records
Permanent Records are determined upon appraisal by NARA to contain historically significant materials, provide
evidence of agency accomplishments, or document important events in national history and must never be
destroyed.  Permanent records require special care and handling, and must be transferred to NARA’s ownership
to preserve forever once they are no longer needed for business purposes.


4. As stated.


5a. Check yes or no, as applicable. 
AEA – See Section VI, 3. 


5b. Check yes or no, as applicable.    
(See the Washington Headquarters Services, DoD Directives (https://www.esd.whs.mil/DD/)) 


6. As stated.


Permanent Records – See Section VI, 3


Temporary Records
Temporary records can be destroyed upon approval from NARA after a fixed period of time, or after the
occurrence of an event.  Temporary records require storage when not actively in use, and may be destroyed by
an agency when the approved time for destruction is met.


7a. Check yes or no, as applicable. 


7b. Check all that apply. 


7c. As stated. 


SECTION VII – ADDITIONAL INFORMATION (AS NEEDED) 


SECTION VIII – RETURN INSTRUCTIONS (AS STATED) 
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1.  Cite the Army Regulation (AR) that governs the system's operational use, data and/or reports.
SECTION IV - SYSTEM BACKGROUND INFORMATION
2.  System Acronym
1.  Official System Name
3.  AITR Number
4.  DITPR Number
SECTION II - SYSTEM IDENTIFICATION
2.  System POC or a POC who can provide technical information about the system's structure and interface.
h.  Email Address
f.  COM Phone Number
e.  Organization
g.  DSN Phone Number
d.  Role
a.  Last Name
b.  First Name
c.  Title
h.  Email Address
f.  COM Phone Number
e.  Organization
g.  DSN Phone Number
d.  Role
a.  Last Name
b.  First Name
c.  Title
1.  Primary POC or a POC who can provide general information about the system and the program(s) it supports.
h.  Email Address
f.  COM Phone Number
e.  Organization
g.  DSN Phone Number
d.  Role
a.  Last Name
b.  First Name
c.  Title
3.  Records Administrator (RA) or POC who can provide retention scheduling information regarding the system. 
SECTION III - RECORDS DECLARATION
2a.  Is the record information covered under an approved Records Schedule in the Army Records Information Management System (ARIMS)?
3a.  If “No” to question 1, provide justification.
3b.  If "No" to Section III, question 1, sign and enter the date of completion of sections I-III below. Save and upload this form to the Army Portfolio Management Solution (APMS) using the APMS "Document Upload/Historical Comments" form.  Email a copy to your POC at the Army Records Management Division and to the RMD mailbox at "usarmy.belvoir.hqda-rmda.mbx.rmda-certification@army.mil."
2c.  If "No" to question 2a, Records will be treated as unscheduled records. See DA Pam 25-403 for scheduling procedures. Provide the following information then skip to Section IV.
2b.  If “Yes” to question 2a, provide Record Number (RN) and Record Title in ARIMS: 
SECTION I  - POINTS OF CONTACT (POC)
(2)  What Army Regulation (AR) governed the record information prior to the system's deployment? 
AUTOMATED INFORMATION SYSTEMS (AIS) QUESTIONNAIRE
For use of this form, see DA PAM 25-403; the proponent agency is CIO.
1.  Does the system contain or generate record information? (Record information includes both the record content and associated metadata that is required to meet agency business needs and future retrieval requirements.) 
(1)  What media was used to manage the record information prior to the system's deployment? (e.g. paper, alternate electronic system, etc.)
Date sections I - III completed: 
h.  Email Address
f.  COM Phone Number
e.  Organization
g.  DSN Phone Number
d.  Role
a.  Last Name
b.  First Name
c.  Title
4.  Records Manager (RM) or a POC who can provide information about the day-to-day use of the system and retention requirements for the data/record information.
4a.  Is the system Web-based?
5b.  If “Yes” to question 5a, describe.
5a.  Does the system produce a public use version of the record information? (i.e. convenience copy for public access.)
2b.  Who maintains the system hardware and software?
2a. Where is the system installed? (i.e., physical location)
3.  Where is the system used?
6a.  Does this system subsume or replace any existing or retired system(s)?  
6b.  If “Yes” to question 6a, provide system information for the subsumed/replaced system(s). 
1.  Official System Name
9b. If “Yes” to question 9a, explain.
8b.  If “Yes” to question 8a provide information on the other system(s).
8a.  Does the system link to other system(s) by exporting data to, or importing data from another system(s)?
d.
c.
a.
b.
7.  If “Yes” to question 6a, what happened to the data in the subsumed/replaced system(s)? (Check all that apply) 
9a.  Are the records, or the data that make up the record information in the system, duplicated elsewhere in electronic form?
1.  Official System Name
2.  System Acronym
3.  AITR Number
4.  DITPR Number
2.  System Acronym
3.  AITR Number
4.  DITPR Number
1. What are the system inputs? (i.e., property receipts, reports, parts or serial numbers, etc.)
15.  What is the function of the system? (i.e., describe the system's primary use in detail - e.g., used to process personnel actions)
14.  What record information does the system contain? (e.g., SSN, contractual information, plans, research, etc.) 
2.  What is the source of new data (i.e., where does the data originate), and is the source internal or external to the organization? (e.g., Army, DoD, Federal/State Agency, regulated community, or vendor)
d.
c.
e.
a.
b.
3.  How is information (data/record information) input into the system? (Check all that apply)
SECTION V - SYSTEM INPUTS AND OUTPUTS
13.  Describe the backup and update process for this system.
f.
c.
b.
a.
d.
12.  What type of documentation is available for this system? (Check all that apply) 
10.  Are there any restrictions on the records or data that make up the record information in this system? (Check all that apply) 
11.  What level of security/confidentiality is required for access to the system and the record information? (e.g., security clearance, sponsor authorization, Common Access Card (CAC), business requirement related to job position, etc.)
a.
e.
b.
c.
d.
4b.  If “Yes” to question 4a, enter Web URLS. (i.e., web address(es))
4.  What file formats does the system use? (e.g. “.txt”, “.pdf”, “.xls” “xml”, “.tiff” etc.) 
f.
7a.  Can this system export data in a software neutral file format?
7b.  If “Yes” to question 7a, indicate which format. (Check all that apply)
(2)
(1)
6.  If permanent record, provide anticipated volume information for transfers of permanent record information to NARA.
a.  First year of accumulation:
d.  Frequency of subsequent transfers to NARA (years or months): 
5b.  If maintained in the original system, is the system compliant as an Electronic Record keeping (ERK) System under “DoD 5015.02-STD, Design Criteria Standard for Electronic Records Management Software Applications”
b.  Date range of initial transfer: (From) 
(To) 
c.  Initial transfer volume (GB): 
e.  Anticipated annual accumulation (GB): 
(3)
(4)
(5)
(6)
CD-ROMs including fielded data files or text files that conform with the documentation requirements of 36 CFR 1235.46	
7c.  If “No” to question 7a, identify the type of software used, and provide the migration plan.
Date completed:
SECTION VII - ADDITIONAL INFORMATION
Sign and enter the form completion date below. Save and upload this form to the Army Portfolio Management Solution (APMS) using the APMS "Document Upload/Historical Comments" screen/upload option. Email a copy to your POC at the Army Records Management Division and to the RMD mailbox at "usarmy.belvoir.hqda-rmda.mbx.rmda-certification@army.mil."
SECTION VIII - RETURN INSTRUCTIONS
2.  How long are the records actively used? (How long is the record information actively retrieved for business purposes?)
1.  What is the date range of information currently in the system?  (e.g., from 2007 to present)
a.  Date of oldest records:
SECTION VI  - MASTER FILE(S) - RECOMMENDED RETENTION PERIODS AND DISPOSITION
b.  Date of most current records:
4.  How long does the information need to be retained when it is no longer active?
(3)
(2)
(4)
(1)
5a.  Will the records and the data that make up the record information be maintained in the original system or transferred in the future?
b.
a.
3.  What should be done with the record information when it is no longer active? (Check all that apply) 
e.
c.
d.
b.
c.
a.
7.  Where are reports maintained? (Check all that apply)
e.
5.  What are the system outputs? (e.g., reports, printouts, tables, charts, information screens, searchable metadata or electronic files exported for other use, etc.)         
8b.  If “Yes” to question 8a, provide Record Number (RN) and Record Title in ARIMS:
b.
a.
6.  How frequently are reports generated? (Check all that apply)
c.
d.
e.
d.
8a.  Have reports generated by the system been scheduled separately in ARIMS?
1.0
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